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Nov 24, 2003 Map of 
the Internet by the 
OPTE project 
(www.opte.org): 
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“The most significant deterrence challenge posed 
by the threat of cyberspace attack is the 
perceived difficulty of attributing such attacks to a 
specific attacker, be it a state or non-state actor.” 

-General Kevin Chilton, CDRUSSTRATCOM (2009) 
 

 Lack of technical detection capability moves the 
problem into the legal realm 
 

 Lack of domestic and international cyberspace 
legislation makes the problem one of 
international cooperation 
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Need an International Approach to  
Curb Aggression in Cyberspace 
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http://map.honeynet.org/ 



 

 Threat Definition 

 Threat Validation and Accreditation 

 Threat Resource Support to Program Reviews 

 Threat Resource Management 
 

 Improve “Cyber Trust” among partners in 
dynamic coalition network environments, and 
further help to assess and mitigate cyber threats 
to operational joint networks. 

 
http://www.youtube.com/watch?v=yjXTOlsE8k0  
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